ABSTRACT
This paper investigates whether firms interacting with shell corporations face a higher likelihood of being engaged in fraudulent activities. As such, it can be theorized that three variables play an important role—Interaction, Attractiveness and Complexity. The first variable considers the relative amount of cash flows exchanged between the parties of interest and whether firms possess significant controllership interest in shell corporations. Attractiveness considers the location of the shell corporations interacting with the firm in interest. A location is deemed to be attractive if it provides high anonymity, financial secrecy and a stable environment for assets. The last variable quantifies the overall complexity of the financial scheme. Complexity is calculated using an algorithm which in essence estimates the level of interrelatedness between the parties involved in a shell scheme.
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1. Introduction

The beginning of the 21st century is marked by the fall of huge corporations – Enron, WorldCom and Arthur Anderson, to name a few, which caused investors to lose faith in the stock market’s ability to deliver long-term growth (Miller, n.d.). Due to this, much emphasis has been placed on the importance of financial information transparency and the restructuring of international financial reporting standards (IFRS) (Palepu, Healy, & Peek, 2013). Hence, corporations were pushed to establish better internal controls, increased management responsibility, and lower information asymmetry. According to Anthony et al. (2014) this led to the introduction of the Sarbanes-Oxley act\(^1\) in the U.S. and the adaptation of IFRS by the E.U. in 2002. Despite the many changes in regulations, Baker (1999) suggests that a loophole in the legal system allows for the creation of complex transaction channels. Such structures allow for illegal funds, i.e. dirty money, to be rerouted in a legal way. In particular, this happens with the assistance of *shell corporations*\(^2\) - legal entities which are used by organizations as transactional vehicles for a myriad of purposes (Garner, 2009). For instance, a shell corporation can be used to disguise transactions between a high-class company and suppliers with bad reputation or for reverse mergers (Floros & Sapp, 2011). The legal use of shell entities varies from maintaining control over conglomerates, and obtaining external financing, to facilitating illegal activities such as money laundering. A typical shell corporation has enough assets to act as an intermediary in business transactions without creating value. In other words, shell corporations do not conduct any manufacturing nor commercial business (Nefsky, 1977).

The following case exemplifies how shell corporations are utilized to hide assets. The case originated in the UK where a woman wanted to track her husband’s assets due to their divorce. Figure 1 below shows how the husband took advantage of corporate vehicles to hide the alleged assets (Cotterill, 2013). The W and H in the figure show the complex financial relationship between the wife and husband. The relationship was so complex that it covered 10 shell companies (i.e. Quita Castle, Lenin Capital LLP, Trotsky Capital LLP), in 5 different jurisdictions (BVI, Cyprus, Nevis, etc.). Although, the UK decided in favor of the wife, the judge was uncertain on how much of the net worth will the wife be ever able to collect (M -v- M and

---


\(^2\) Not to be confused with shelf or dummy/front corporations, see Appendix A
Yuri Barkov and others, 2013). The tip of the iceberg, this divorce case allows for a momentary glimpse inside the complicated relationship between large cash and the nets which keep it “above the law”.

*Figure 1. A complicated shell scheme*

However, shell companies are not only created in offshore zones and used by skilled bankers. The ease of access and the costs to create such corporations are significantly low (Findley, Nielson, & Sharmon, 2012). With the use of a web of shell corporations, fraud becomes almost undetectable since countless transactions can be carried out between the various shell firms (Kinner & Vona). Essentially, shell corporations are not illegal by themselves. However, the creation of complex net structures of offshore shell entities allows for illegal conduct (Sharman, 2010). These structures encompass a multitude of actors, such as beneficiaries, nominees, trust settlors, underlying officers, to name a few. Due to their complexity, such structures have a well-functioning responsibility sharing system. In other words, since none of the parties is doing something illegal, none can bear legal responsibilities. Nevertheless, the whole operation may add up to crime. This, thus, challenges the effectiveness of ethical standards and regulations, raising the question of:
What is an appropriate way to measure the likelihood that a company is engaged in a fraudulent scheme given the existence of a regular interaction with shell corporations?

1.1. Structure of the research

This thesis is conscious of the scarcity of available sources, due to the nature of the subject and will therefore follow a long line of previous researches. Although certain sources of information exist, (such as police reports, and research articles, to name a few) the vast majority of data is difficult to be directly obtained. To set the tone for future research, this thesis will focus only on developing a methodology for the study of fraud in shell corporations. It will therefore explore different empirical possibilities for the creation of a research tool to fit the complex and hidden nature of offshore financial crime. This paper is structured as follows. Firstly, a discussion about the academic, social and economic relevance of the topic ensues. Next, the literature review highlights the more complex nature of shell companies. Thereafter, a methodology and data section will present the composition of a theoretical model, which makes use of a probit regression. The final section will summarize the research as well as highlight limitations and suggestions for further research related to the analysis of shell corporations and fraud.

1.2. Economic and societal relevance

One might argue that a change in governance and regulations can improve integrity and reduce corruption. Ahmed et al. (2013) show that IFRS adaptation has in fact led to better reporting quality and assurance. However, Harwood and Simmons (2012) suggest that fraudulent activities have merely shifted in terms of strategies and legal manipulation. Reports by the Association of Certified Fraud Examiners (AFCE) (2002; 2014) show that cases for at least 1 million dollars have increased from 16% to 22%. The AFCE reports estimated the cost of fraud to be at a median level of 5 percent of annual revenues, which applied to the 2013 Gross World Product represents a loss of nearly 3.7 trillion dollars. This research contributes to society by finding a method for reducing the amount of “disappeared” money. From a macro economical perspective the amount of taxed money will increase. Better taxation would allow governments (especially in developing countries) to relieve poverty, invest more in development, and deliver public services (IMF, OECD, UN, and World Bank, 2011). Furthermore, from a market integrity perspective these types of companies could be a potential cause for market failure, since the misuse of
corporate vehicles may threaten financial stability (OECD, 2001). There is in a way a case of information asymmetry. For instance, by employing shell companies in public entities, external investors will not have information on how their money is used. This allows internal individuals with authorized functions to increase their wealth at the expense of others, without the latter having knowledge about it. This information loss constitutes a market failure on a very large scale, not only because it is unjust, but also inefficient (Reiss, 2013). The unanticipated effects of shell company fraud may be costing the economy billions, without anyone knowing about it.

1.3. Academic relevance

Thus far, shell corporations and fraudulent schemes have been either studied as a separate phenomenon or together, but only from a legal standpoint. Financial Action Task Force (FATF) (2006) and Findley et al. (2012) establish the conclusion that complex structures and anonymity are somehow associated with fraudulent activities, however, the lack of information prevents authorities to determine perpetrators in an accurate and timely manner. Recently, the UK government has passed legislation for the establishment of a public registry of beneficial ownership information, which would increase transparency (Global Financial Integrity®, 2015). Tihin (2008), in line with the aforementioned, suggests that greater transparency is needed in order for authorities to understand and detect how offshore trusts and financial vehicles operate. However, she argues against the need for more legislation as “creative minds” will always find new loopholes. Rather, a tool is needed which will indicate the level of risk for fraudulent activities. On this builds up the leading model for measuring international global money laundering – the distinguished “Walker Model”, which is based on Newton’s famous “Gravity Model” (Walker & Unger, 2009). Despite the validity and reliability of the Walker model, a better micro-foundation and the understanding of criminal behavior are needed to identify individual fraud cases. By conducting this research, more insight will be gained on the aforementioned issue.
2. Literature review

Fraud and shell corporations seem to be of little scholarly interest or at the very least any such interest did not result in many publications. This area of research represents a significant challenge to academia as it involves the analysis of several hard-to-quantify concepts and the involvement of multiple parties which are masked by legal barriers. The issue is complicated and also aggravated by the advent of technology, thus studying it, as well as monitoring it is very difficult – hence the necessity and importance of this paper. Despite the limited scholarly interest by various accounting and finance journals, relatively more interest has been shown by organizations such as OECD and NGOs such as Financial Action Task Force. Thus, to attain more insights about the implications of shell corporations, the available literature is divided into three parts which mostly follow reports and field researches available from such organizations. It should be noted that these studies follow a qualitative approach. Each part will look at a different perspective of the factors surrounding the use of shell vehicles. The first section focuses on explaining how shell corporations function and how they are related to fraudulent activities. Moreover, the role of anonymity and complexity will be analyzed in different scenarios, since their existence is the main reason behind the use of financial vehicles. Secondly, this paper will focus on literature addressing the ways of establishing a link between financial vehicles and corporations. Thereafter, this paper will discuss the determinants of the “Walker Model” (Walker & Unger, 2009) and will look at factors used to signal for fraudulent transactions. Lastly, a standard shell scheme is discussed in order the factors in play to be visually captured.

2.1. Crime and functionality of shells

2.1.1. Fraud and shell companies

If a person is to be involved in an illegal act, he would perform it in a way not to get caught (Davis, 2006). This behavior can be applied to a person who wants to hide illegal assets. Nowadays, corporate vehicles grant the opportunity for this anonymity by legally separating the perpetrator from the ownership of his assets. A U.S. Senate report (Senate Permanent Subcommittee on Investigations, 2006), has investigated such issues. The main findings revealed that individuals from the U.S. utilized offshore trusts and shell corporations to evade tax, securities and anti-money laundering regulations. Moreover, trusts and corporate service
providers (TCSPs) are employed to abuse corporate and financial secrecy laws of offshore jurisdictions. This makes it purposefully troublesome to identify individuals owning the allegedly illegal assets. Two cases in the Senate report exemplified this through Sam Congdon and Lawrence Turpen, both of whom were involved in establishing offshore structures for more than 900 individual clients. Moreover, a testimony by the owner of an offshore shell bank John M. Mathewson (2001, pp. 10-22), revealed that approximately all of his clients were involved in financial schemes or tax evasion. Another report by Van der Does de Willebois et al. (2011) examined 150 international cases of corruption which shared common characteristics. In line with the mentioned above, this report established that corporate vehicles (mainly shell corporations) are misused to hide the money trail of illegal capital. In support, a World Bank report (Gordon, 2009) discusses how corruption related money often successfully bypasses official regulations by means of shell companies. In the form of “consultancy fees”, this money can move through countries without the need for proving their origin. Lastly, a report by Global Witness (2009) outlines how well-established banks such as Deutsche Bank, Bank of East Asia, and Citibank were involved in situations where natural resource revenues from developing countries were not being transparently accounted for. With the use of shell companies, public finances coming from oil income were diverted to private accounts of politically exposed personas or to governments which had huge holes in their budgets. The aforementioned provides evidence which suggests that shell companies and fraud are most likely related or at the very least people seeking to evade the law are misusing corporate vehicles. Furthermore, if shell companies are involved with supplementary structures such as trust funds, the costs to track money become even more substantial. This makes them highly effective and potentially conducive to further crime (Financial Action Task Force, 2006).

2.1.2. Secrecy and complexity

An OECD report (2001) investigates the mechanism of how shell corporations make their owners anonymous. Financial centers in offshore jurisdictions create a favorable environment for corporate vehicles to be illegally misused by providing them with excessive secrecy. Secondly, given the function of corporate vehicles, shell companies provide the greatest risk of being misused for illicit purposes. Furthermore, shell corporations established in offshore jurisdictions are allowed to use instruments which obscure ownership and control, and TCSPs seem to play an important role in the process. In support to this, an impersonated experiment by Findley et al.
found that nearly half of more than 3700 analyzed TCSPs, which sell shell companies, failed to comply with international rules on customer identification. Furthermore, 22 percent of the TCSPs did not ask for any purchaser identification. Besides acting as intermediaries, TCSPs offer various auxiliary services which range from establishing virtual facilities to filling corporate roles as nominee directors, shareholders, to name a few (Findley, Nielson, & Sharmon, 2012). This suggests that it is very likely for shell-company fraud to often remain undetected. In instances where information over ownership was displayed, the analyzed corporate vehicles were created or governed by professional intermediaries, such as TCSPs and trusts (Van der Does de Willebois et al., 2011). This shows that providers of financial, administrative and legal services can be employed to cover and facilitate transactional schemes. The demand to erect webs of corporate vehicles and to allow third party members to legally own the assets of clients can be explained by complexity. Buchanan (2004) argues that the complexity of corporate structures plays an important part in legitimizing financial transactions. For instance, the second stage of money laundering (layering) is concerned with increasing complexity usually by involving two or more jurisdictions as part of the corporate structure (Buchanan, 2004). The involvement of multiple jurisdictions further protects anonymity since strict corporate and bank secrecy laws are enacted which prevent legal parties and financial institutions to disclose beneficial ownership information (OECD, 2001). Hence, the more complex a corporate structure is, the more challenging and costly it becomes to reconstruct a paper trail. Sharman (2010), however, argues that no matter how complex the web is constructed, the possibility exists to track the ultimate beneficiary. Consequently, offshore jurisdictions, financial intermediaries and TCSPs are vulnerable to outside pressure and can reveal client identity documentation under the right circumstances. The jurisdictions that provide the opportunity for individuals to mask their identity behind corporate vehicles while constraining authorities from receiving or exposing information on real ownership increases the vulnerability of misusage among corporate vehicles (OECD, 2001). In other words, anonymity is guaranteed by the complexity of shell company structure and the secrecy laws of offshore jurisdictions. *Hence, high levels of complexity and bank secrecy laws in shell corporate structures create opportunities for the existence of fraudulent activity.*
2.2. Relationship between control and ownership

In order for an investigator to establish a link between a shell corporation and a third party in interest, the relationship between control and ownership needs to be understood (Van der Does de Willebois et al., 2011). This knowledge is a prerequisite in order to attain insights into who is involved in an illegal activity, who is in control and who ultimately gains. To do so, legal ownership and beneficial ownership should be differentiated. The FATF (2012, p. 110) defines beneficial owner (BO) as the actual person who exercises ultimate effective control over a legal body or an arrangement, or the person on whose behalf transactions are conducted. This has several noteworthy elements. Firstly, the BO can only be a natural person rather than a legal person. An asset owned by the latter – a corporation – is in itself always controlled by the latter – an actual person. Due to this, the legal body can only refer to a corporate vehicle. Secondly, beneficial ownership implies a degree of control over an asset from which the BO derives utility. Essentially, the BO may not always be on the scene, since it may appear that the assets in question belong to someone else. Hence, legal ownership is irrelevant, whereas control is relevant.

Defining control legally poses a challenge since it is very context dependent (Van der Does de Willebois et al., 2011). For instance, the control in shell companies can be limited by shares, and any party bearing shares, such as shareholders or board of directors could qualify as having the ultimate control. Although a single corporation has a relatively straightforward structure, by adding alternative types of corporate vehicles complexity is increased, which can be problematic. For instance, trusts cannot be owned and control is not transparent. In support of this, compliance officers suggest that all standard parties to the trust such as the trustee, the settlor and the beneficiary have a role to play and should be investigated. The main point is that the BO can be found by identifying parties who exercise ultimate effective control over a legal matter. According to the FATF methodology (2006), this involves identifying individuals who have a controlling interest and actively participate in management. Hence, ownership is only relevant when control can be inferred from it. The assumption that ownership is a proxy for control should be further analyzed. In a U.S. context, besides possessing voting securities, Section 405 of the Exchange Act (U.S. Federal Government, 1934) implies that it is possible to exercise control using non-traditional methods. For instance, external parties (without legal title)

3 This section uses terms which are defined in the glossary section.
have the ability to exercise control given that they have contractual rights, convertible securities or financial derivatives. Hence, not only parties with sizeable shares and voting rights have control over a corporation.

Consequently, if a web of shell corporations and complex offshore structures are concealing a legal person that has committed fraud, this does not guarantee that the actual BO will be found. Assuming that the legal person is in fact a multinational company, publicly available information displays who has the ultimate effective control, such as shareholders, board of directors, etc. This suggests that the BO of the company is not necessarily the individual involved in a fraudulent activity (Porta, Silanes, & Shleifer, 1998). Hence, it could be that a lower-ranked individual within the company is the only one in control of the business relation referred to as the ultimate solicitor. The aforementioned shows that the strategy to investigate the natural person who committed fraud is costly and time-consuming. At the very least this strategy presents a cost-benefit analysis which is rather difficult due to the absence of heuristics (Verret, 2010). Therefore, the focus should lie on finding the parties exercising the ultimate effective control over a corporate vehicle or the assets within the entity. This discussion extends the idea that the complexity of an offshore structure coupled with control shared between multiple parties further creates opportunity for fraudulent activities.

2.3. Transactions, Interactions and Attractiveness

In order to determine the likelihood of fraud to occur, risk factors or events known as “red flags” are generally analyzed. Prior researches have used “red flags” to create logit models to predict the likelihood of fraudulent activities (Albrecht & Romney, 1986). Furthermore, Loebbecke (1989) estimated a predictive model to list risk factors as suggested by the Statement of Auditing Standards (SAS) 53. Risk factors represent a different aspect of the fraud triangle theory, which are grouped under pressure, opportunity and rationalization (Zimbelman et al., 2012). The use of shell corporations creates means for the opportunity aspect since their anonymous nature produces risk factors. In other words, the utilization of complex offshore structures provides opportunities of specific authorized parties to engage in fraudulent accounting reporting. Consequently, two “red flags” can be identified – related party transactions (RPT) and complex financial scheme (CFS) (Lou & Wang, 2009). Young (2005) suggests that RPTs have allegedly shown that related entities can be used to commit fraud and manipulate financial data. Due to
this, the international accounting standards IAS 24 and IFRS require that all entities disclose any information regarding transactions and interactions between two related parties. However, the anonymous nature of shell corporations allows the mitigation of those laws. Hence, it could be argued that RPTs between entities and shell corporations is plausible, however, not directly identifiable.

Walker and Unger (2009) approach the fraud issue from a macro perspective, but by specifically targeting money laundering problems. Relative to other known methods (Levi & Gold, 1994; Schneider, 2006), the “Walker” model is considered to have a well-established theoretical background as it combines different aspects from economics, criminology, and finance. For instance, the Levi and Gold model (1994) has been heavily criticized for double-counting (overestimating) the number of suspicious transactions – its primary statistic. Furthermore, the Schneider’s model (2006) although marked by sophisticated statistical analysis, lacks a respectable theoretical grounding. The aforementioned models have limited practical applicability due to the complexity of the topic. However, they all suggest large financial losses due to fraud. For instance, the Walker model (2009) estimates that over half of the money associated with crime has been laundered in Australia though financial schemes. Moreover, according to the Walker model (2009) laundered funds are attracted to a specific location depending on how attractive it is. The attractiveness estimate is a composite of variables which take into account the legal regulations, attitude and stability of a specific jurisdiction. The same analogy can be applied to shell corporations. Van der Does de Willebois et al. (2011) suggest that most plaintiffs prefer to use shell corporations which are in jurisdictions with stable economic conditions, high banking secrecy profile and offshore jurisdictions. In support to this, rational choice theory of crime suggests that the decision to commit fraud involves a cost benefit analysis (Simpson, Piquero, & Paternoster, 2012). In other words, when creating shell structures with the intent to commit fraud, fraudsters will likely choose a location that will provide the highest benefit at the lowest cost.
3. Data and Methodology

3.1. Sample Selection and Data

Broadly speaking, the methodology of this study involves matching the statistics (i.e. size, number of transactions with shell companies, etc.) of firms that are known to have committed fraud and those that have not. To conduct the research, only public firms will be investigated as there are many restrictions to gather information regarding the operations and transactions of private firms. Samples are to be collected from international stock exchange bureaus such as NYSE, TASE, and London Stock Exchange (LSE). Through this the data will not be limited to one specific jurisdiction, but will have an international focus instead. Nevertheless, some of the firms need to be filtered out since not all fraud cases involve shell corporations. Hence, the most appropriate method would be non-probability convenience sampling (Babbie, 2009). Even though probability sampling is generally considered to be a better way of ensuring the representativeness of the population, the chosen sampling method provides the researcher with the desired research population (Babbie, 2009).

Internal data must first be obtained to filter out the firms dealing with shell entities and firms that have offshore structures in the business model. The data collection can be attained via interviews of directors and managers or though looking at the firm’s private dealings. To avoid unnecessary friction with crime and ethics, the information required should be just enough to get a general idea of the financial interaction between the firm and the offshore structures. This allows for the identification of all parties with which the sampled companies are interacting, such as debtors, suppliers, clients, etc. Careful financial analysis is needed in order to be determined whether those parties have any legitimate operations or are just shell entities used to conceal certain transaction activities. Once the public registers and names of the parties are known it can be easily determined whether they are in fact shell corporations or not. Since no public databases regarding beneficial ownership information are yet available, due to reasons explained above, this research will utilize leaked offshore databases. One such example is the Investigative Consortium of Investigative Journalists (La Nacion Costa Rica, 2015) offshore leaks database which covers nearly 30 years of ownership data (until 2010) about private and

---

4 It should be noted that the term interaction refers to the cash inflows from and cash outflows to the above-mentioned parties (Hall, 2011).
public companies created in offshore jurisdictions such as the British Virgin Islands, the Cook Islands and Singapore, to name a few. Moreover, since TCSPs and financial institutions will be expected to have established the shell companies, information from them can also be obtained. However, as TCSPs are expected to be uncooperative and as the costs of breaking secrecy laws and regulations are high, they will usually generate low response rates (Sharman, 2010; Findley, Nielson, & Sharmon, 2012).

The second step involves the matching of firms. Fraud firms that make use of shell companies are matched with non-fraud firms that make use of corporate vehicles. This procedure is necessary in order to establish a control sample which differs from the fraudulent firms only by the analyzed concepts described in the next section. Thus, Beasley (1996) suggests that control firms are matched with fraudulent firms relative to their assets size, year, trade market, and industry. It should also be noted that the firms are matched based on the year that precedes a fraudulent event. This is due to the fact that many financial restatements are done during the year of the fraudulent event which could affect the final results (Lou & Wang, 2009). Moreover, to avoid “oversampling” choice-based bias, the actual frequency of fraudulent firms must first be estimated (Zmijewski, 1984). According to Zmijewski (1984) this adjustment is needed to properly represent the class distribution of a data set. In this case, out of the many public firms only some are caught to conduct fraudulent activities. If one fraud firm is matched with one control firm, this will lead to a bias since fraudulent firms are overrepresented. Thus, the ratio of matching fraud firms with control firms must be first known before the actual matching occurs.

3.2. Measurements
Based on the literature, three concepts can be operationalized to estimate a logistic model that quantifies the likelihood of fraud given the regular interaction with shell companies. The concepts are ‘Attractiveness’, ‘Interaction’, and ‘Complexity’. Firstly, the idea of ‘Attractiveness’ and the in-build assumptions are taken from the Walker’s model (Walker & Unger, 2009). However, the variable focuses on micro relations and instead of applying a gravity model, factor analysis is employed. The index of attractiveness is refined as follows:

\[
\text{Attractiveness} = w_1 \times \text{Secrecy} + w_2 \times \text{Size} + w_3 \times \text{SWIFT} + w_4 \times \text{Conflict} + w_5 \times \text{ Corruption} + w_6 \times \text{Distance}
\]
The $W$'s represent the factor scores of each item and are estimated using the Regression Method (Field, 2009). The selected choice of rotation should be preferably oblique instead of orthogonal. The choice of rotation is important to the extent that the former method allows for the variables to correlate, whereas the latter does not. In order for the most communality to be extracted Field (2009) recommends that literature is consulted beforehand. The results presented by Walker and Unger (2009) and Sharman (2010) do in fact show that highly developed country provide more banking secrecy, have less conflict and are relatively bigger in size. Whereas smaller offshore zones or developing countries do not seem to be popular locations due to the fact that they are not attractive.

Since perpetrators would be interested in attaining the highest level of anonymity, shell structures ought to be located near a jurisdiction offering high levels of secrecy. Defining ‘Secrecy’ seems to be problematic, since there is no official way of doing so. For this purpose the Financial Secrecy Index (FSI) is used which consists of 15 indicators (Tax Justice Network, 2013). Each indicator can be grouped under four different dimensions - corporate transparency, cooperation and international standards, tax efficiency and financial regulation, knowledge of beneficial ownership – which quantify the overall level of secrecy. Simply put, secrecy can be seen as the extent to which jurisdictions allow or enable the evasion of regulations and rules.

The ‘Size’ of the country in which the jurisdiction is located plays an important role since transactions are hidden with more ease in bigger economies that in smaller economies. To account for all inflows and outflows Size is measured as GNP per capita in constant LCU.

The ‘SWIFT’ variable distinguishes between jurisdictions that are members of the international fund transfer network. This item is of importance since the jurisdiction should have the technological means to transfer funds in a fast manner. Hence, countries coded with 0 are non-SWIFT members, whereas countries coded with 1 are SWIFT members.

Lastly, the two factors, corruption and conflict, can be viewed as the instability of a certain jurisdiction. Due to this, high levels of instability can increase the likelihood of deterring perpetrators. The reasoning is that unstable conditions represent a risk of losing money on the one hand, but on the other hand fraudsters can take advantage of the deregulation. The ‘Conflict’ variable represents the Global Conflict Risk Index (GCRI) which measures the risk of violent conflict in the upcoming years (Joint Research Center of the European Commission, 2015). The
data includes five structural risk areas which are further subdivided into 4 or 5 indicators. Each area of risk can be seen as a structural driver of conflict. The higher the GCRI is the higher is the expected conflict within a country and hence in a jurisdiction. The “Corruption” variable is the refined estimate of Transparency International (Transperency International, 2014), also known as Corruption Perceptions Index (CPI). The CPI aims to capture how corrupt the public sector of a certain country is. Hence, the lower a country’s CPI is the more corrupt it is perceived to be. If levels of corruption are high this would scale up the effect of fraud, since perpetrators would take advantage of the situation.

The second concept ‘Interaction’ looks at two proxies that measure the level of interrelated transactions between firms and shell entities. Both are important factors in determining the nature of transactions as they play a role in the concealment of interest between parties. Moreover, Lou et al. (2009) hypothesized that if the percentage of related transactions is relatively high then the risk of fraud will also be high. The reasoning is that companies, such as Enron (Swartz & Watkins, 2003), have previously used off-the-books partnerships to boost yearly earnings. Following the methodology of Lou et al. (2009) equity investment ratio (INV\%) and related party transactions (RPT\%) are taken and operationalized in a way to fit the research at hand. Firstly, the INV\% looks at the ratio of total equity invested in shell companies or offshore shell structures to total stockholder equity. Secondly, RPTs are nowadays under strict accounting regulations and easily identifiable, however, shell entities can bypass such legal barriers. Therefore, the adjusted proxy looks at the overall cash flows about shell and offshore party transactions scaled by total cash flows (SOPT\%). It should be noted that firms generally use revenue recognition methods to display operating results (Palmrose, Richardson, & Scholz, 2004), however, the model makes use of percentage of cash-SOPTs, instead of sales-SOPTs. The reason for this choice is that this research is interested in tracking the flow of money and not in the general manipulation of earnings. Moreover, Durkin (2014) suggests that finding revenue fraud is a difficult task when shell companies are used to create a circular flow of cash and when collusion with third parties exists. Consequently, the focus should be on the flow of money rather than on the revenue bookings.

The last variable ‘Complexity’ is analyzed via the use of network analysis and information theory. The concept aims at tracking behavioral patterns to shell structures of
various types. Allen et al. (2014) develop a general approach for understanding structure in complex systems. When referring to “structure” the term should be understood as the totality of quantifiable relationships among the different components comprising a system. In this case, the shell structure can be seen as the system and the different shell companies and interrelated parties as the components comprising the system. According to Bar-Yam (2003; 2004; 2007) complex systems exhibit behavior on multiple dimensions or scales. For instance, (Harmon, et al.) and (Misra, Laki, & Bar-Yam, 2011) show that financial markets can exhibit small-scale behavior where unrelated investors buy and sell stocks independently from the market trends or large-scale behavior where a pattern of interest takes place such as a market panic. Thus, scale should be understood as the number of entities acting in coordination. Consequently, Allen et al. (2014) use scale-weighted information to measure the level of information shared between components in a system which arises from interrelated behavior. The quantification of scale-weighted information is a necessary step before estimating indices for complexity as it helps characterize a system’s structure. The first index is referred to as ‘Complexity Profile’ which measures the extent to which a system is complex based on the amount of scales in a given system. If the system exhibits a structure on multiple scales then it will score high on its ‘Complexity Profile’ (Bar-Yam, 2003; Bar-Yam, Harmon, & Bar-Yam, 2013). The second index ‘Marginal utility of Information’ (MUI) quantifies the extent to which a system can be recreated or characterized using a limited source of information (Allen, Stacey, & Ban-Yam, 2014). This index is important when shell structures are analyzed due to the fact that not every piece of information can be known. As mentioned in the literature review anonymity can mask information, however, this problem can be surrounded by applying the MUI index. To get a clearer picture of how an algorithm can measure complexity, the Cotterill case presented in the introduction of the paper would serve as a good example. The case presents several main parties (W, H, Yuri) which are interrelated with several intermediary parties (i.e. Quita Castle, Lenin Capital LLP, Trotsky Capital LLP, Snowden Properties LLP). Through the use of scale-weighted information the complexity profile will in this case measure the relative importance of each party in the overall transactions. Additionally, based on the number of parties involved in such a scheme the level of complexity will be determined. The MUI index allows the benefit of creating a simulation if some of the information is missing. For instance, if the information about the shell structures in Nevis is not available, MUI can simulate and approximate, based on the available
information, the overall structure. Consequently, scale-weighted information can be applied over this simulation and the complexity profile will be thus measured.

Lastly, the model controls for firm size as the aforementioned matching process is not exact and this leaves a room for error. Previous researches have established that there is a strong correlation between fraud and firm size (Beasley, Carcello, & Hermanson, 1999; Bonner, Palmrose, & Young, 1998). Furthermore, O’Reilly et al. (1998) show that smaller firms have weaker internal controls than larger firms. Consequently, firm size (SIZE) is predicted to have a negative correlation with financial fraud (Lou & Wang, 2009) and is therefore chosen as a control variable. After the operationalization and estimation of the aforementioned variables, a binary logistic regression is drawn as follows:

\[ FR = \beta_1 \times Attractiveness + \beta_2 \times Interaction + \beta_3 \times Complexity + \beta_4 \times SIZE + \epsilon \]

The dependent variable ‘FR’ measures the fraud risk in a firm given its interaction with shell corporations. In other words, the risk quantifies the opportunity of whether or not a fraud can be conducted which is created as a result of dealing with complex network and shell entities. It should be noted that a firm scoring high on risk does not imply that a fraud is taking place within the firm. Moreover, high risk is not causal of fraud, instead the former is an indication that internal controls must be properly managed in order to prevent the causation of the latter and the disappointment of investors.

Referring back to the Cotterill example, one can see how the regressors are playing a role in the overall fraud scheme. Most of the shell companies with which W and H are interacting with are located in attractive locations. Nevis, BVI and Cyprus are known for the financial secrecy services they provide. One can quickly confirm that the locations of the shell corporations score high on would Attractiveness by looking at the aforementioned estimates. Secondly, Interaction between the main parties and the shell companies seem to be quite high as the %INV is above 50%. According to IFRS standards, ownership and control in a separate entity over 50% should be consolidated with the general firm (Palepu, Healy, & Peek, 2013). Lastly, Complexity can also be observed from the example. More than 10 different parties are taking part in this scheme, which not only form a closed circle but are also very interrelated based on the transactions and legal control relations that they have.
4. Conclusion

The theory behind the Walker Model and Information Theory and the reports reviewed by OECD and FATF strongly contribute to the creation of the model exemplified in this research. The three concepts – attractiveness, interaction and complexity – should have a strong influence on measuring fraudulent activities when shell corporations are involved. ‘Attractiveness’, for instance would provide deeper insights into the locations which are preferred for the concealment of assets. This concept is based on the work of Walker and is tailored to the study of dubious corporate relations. Moreover, this concept is operationalized to establish a micro point of view instead of a macro point of view. Secondly, ‘Interaction’ takes into account the extent of transactions between the parties of interest. Consequently, this concept would help to look beyond the web of transactions and hidden interactions between shell entities and the firms allegedly committing fraud. Lastly, ‘Complexity’ analyzes the extent to which a structure of shell corporations and third parties is complex. This concept makes use of information theory and network analysis to quantify the number of parties (such as nominees, officers, master clients, etc.) involved in a typical shell scheme and measures the level of interrelatedness and dependency between each party. The operationalization of this concept has up until now been mostly used in physics and sociology, it nevertheless can provide perspectives of how different parties are intertwined in complex structures on a multiscale basis. Hence, when all three concepts are taken together, they ought to provide a broad picture of the level of risk that a firm is committing fraud given the interaction with shell corporations.

4.1. Limitations

The main limitation of this research is the lack of available data or more specifically the lack of resources needed to obtain this data. Hence, as there are many legal barriers to attain information regarding fraudulent schemes involving shell entities this research remained a hypothetical one. Although the proposed methodology could produce conclusive results this remains to be done in the future.

Secondly, due to the constraints outlined above the reliability and validity of the proposed model still need to be examined. Despite the fact that the analyzed concepts have a solid theoretical background, reliability tests such as Cronbach’s Alpha would need to be employed to test the overall reliability of the model. Furthermore, the lack of data cannot provide any insights
as to whether the proposed model is internally valid. Hence, even though the model is theoretically verified, without the data it cannot be determined whether there are other factors/biases that affect the dependent variable. Moreover, as there are no goodness-of-fit measures to suggest how the model fits the data, there is no certainty of whether this model *de facto* predicts the risk of fraudulent activities involving shell entities.

Lastly, the literature review which is utilized to conceptualize the three variables stems from various research fields. To a certain extent it is based on subjective reports and empirical evidence rather than a hard based theory. One could argue that this undermines the objectivity of the deductive method of reasoning. However, this could be supported by the fact that there is no fundamental theory involving the mechanics of how to make shell structures with the goal to commit fraud.

### 4.2. Implication and Further Research

This study analyzed three concepts, however, it should be noted that this list is not exhaustive and can be further expanded. For instance, Walker and Unger (2009) suggest that understanding the behavior of criminals would contribute to the overall prediction of illicit funds. By understanding the psychological aspects of how different frauds are applied an algorithm can be constructed to quantify the specifics of a fraud such as costs, risk and alleged parties involved. Prototypes of decision support systems for intelligent agents have already been conceptually modelled to track money laundering by analyzing human decisions and the financial environment (Gao & Xu, 2009). The aforementioned limitations and constraints suggest the need for further research in the area of complex structures employing corporate vehicles to commit fraud. This research can be considered to be an attempt to measure fraudulent activities in a new and alternative way. The proposed model can be seen as a hybrid between well-established methodologies and the quantification of complexity. Due to this reason, it is imperative that this topic is further analyzed. Another point that can be considered worth researching is whether the suggested model can also be applied to corporate vehicles in general instead of only to shell entities.

As discussed in the literature review, most of the analyzed studies took a qualitative approach. Hence, there is a lack of a quantitative approach in the available literature. Even though qualitative reports provide many insights about the factors surrounding the use of shell
vehicles for hiding illegal funds, quantitative methods are needed in order to estimate the costs of such activities. This would provide more accuracy in the transparency of financial information and would thus add value to the economy. Furthermore, financial investigations units can better employ detection and prevention controls to capture perpetrators. In qualitative studies the data and respondents can extensively show multiple ways of how funds are rerouted using shell entities. However, if the data were modelled this would allow the possibility to quantify general trends and specifics of fraudulent schemes involving shell entities. Consequently, the creation of models coupled with the aforementioned suggestion for future research, could lead to the effective estimation of costs to the financial economy.

All of the above, by utilizing the available literature for shell entities, this research was able to produce a methodology that can quantify the level of risk that a firm is involved in a fraudulent activity given the interaction with shell corporations. This was accomplished by analyzing three concepts – attractiveness, interaction, and complexity – which play a vital role in creating opportunities for fraudulent schemes exploiting shell entities. Although this requires further research, the information provided in this paper together with previous studies and the studies suggested for the future could lead to the creation of effective tools on how to combat loopholes within corporate vehicles which allow investors to be deceived and which reduce efficiency within the economy.
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Appendix A – Glossary

**Offshore Entity** – A corporate vehicle such as a company, a trust or a fund created in a low-tax, offshore jurisdiction.

**Trust and Offshore Service Provider (TCSP)** – A firm that provides services in an offshore jurisdiction to incorporate, register and manage an offshore entities or trusts at the request of a client.

**Beneficial owner** – The natural person(s) who ultimately owns or controls a customer and/or the person on whose behalf a transaction is being conducted. It also incorporates those persons who exercise ultimate effective control over a legal person or arrangement.

**Natural Person vs. Legal Person** – The capability of having obligations and rights within a legal system is known as legal personality. It is subdivided into two parts. A natural person is an actual human being, whereas a legal/jurisdictional person/body is groups of individuals participating in some sort of an organization. It can be either public, such as a governmental institution or private, such as business entities or NGOs.

**Shareholders** – Anyone that owns shares and can exercise the attached voting rights to make changes in how a company operates.

**Bearer shares** – Company shares that exist only in certificate form and whoever “bears” the certificate is deemed to be their owner. They allow for anonymous transfers of control.

**Board of Directors** – A group of people who generally exercise an immediate level of control over the company.

**Officer** – A person or a legal party such as a company that plays a role in an offshore entity.

**Executive officers** – The management team that exercises day-to-day control and de facto engages in the transactions and activities of the company.

**Underlying officer** – A person or company who plays a role in an offshore entity but whose name appears behind the name of a nominee.

---

**Nominee** – A person or a company that acts on behalf of the beneficial owner of an entity to provide an extra level of secrecy.

**Master Client** – An intermediary or a go-between who helps a client set up an offshore entity.

**Sundry Account** – An internal account created by the offshore services firm to record miscellaneous charges of an officer or master client.

**Trust settlor** – A person who creates a trust or transfers assets to an already existing trust.

**Protector** – An advisor to a trust settlor who oversees the work of the trustee.

**Trust** – A legal arrangement in which an individual transfers assets owned by him/her to a trustee.

**Trustee** – A person who holds title to the assets in a trust and is responsible for administering the assets on behalf of the beneficiaries of the trust.

**Beneficiary** – A person who is entitled to certain financial benefits under a trust arrangement. Sometimes beneficiaries are not aware of their role in a trust because the settlor or the trustee have not notified them.

**Ultimate solicitor** – The ultimate controller and beneficial owner who is hidden and the person on whose behalf transactions are conducted.

**Shell, Shelf and Dummies** – Shell companies are commonly confused with shelf and dummy corporations. A shelf corporation, for instance, is created and left to function with no business activity, but has an established credit history. Its sole purpose is to be sold to another party that wishes to avoid the legal procedures involved with the creation of a new company or cannot qualify for a loan (Klein, 2009). Dummy corporations, on the other hand, are companies which are specifically used to serve as a cover-up for certain activities or organizations and usually cannot function independently (Garner, 2009). Nevertheless, the three types of corporations do share numerous similarities. Each of them exists only on paper and provides limited private information. This creates a gap in the paper trail, which constitutes a barrier for government officials to link the entities with particular individuals or corporations.